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Remark 1.



Theorem 1. Under the GDH assumption over elliptic
curve group, if and are random 
oracles, then the proposed protocol 
described in Section 5 is a secure 
certificateless authenticated key 
agreement protocol in the model 
described in Section 3.2.
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